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May 14, 2012 
 
 
The Honorable Vincent C. Gray 
Mayor 
District of Columbia 
Mayor’s Correspondence Unit, Suite 316 
1350 Pennsylvania Avenue, N.W. 
Washington, D.C. 20004 
 
The Honorable Kwame R. Brown 
Chairman 
Council of the District of Columbia 
John A. Wilson Building, Suite 504 
1350 Pennsylvania Avenue, N.W. 
Washington, D.C. 20004 
 
Dear Mayor Gray and Chairman Brown: 
 
As part of our contract for the audit of the District of Columbia’s general purpose financial 
statements for fiscal year (FY) 2011, KPMG LLP (KPMG) submitted the enclosed final report on 
the University of the District of Columbia (UDC’s) Internal Control Over Financial Reporting 
and on Compliance and Other Matters (OIG No. 12-1-03GG(a)).  
 
This report identified two deficiencies in internal control over financial reporting considered to 
be material weaknesses:  (1) lack of controls over financial reporting process, and (2) lack of 
controls over the implementation of the Banner System.  A material weakness is a deficiency, or 
combination of deficiencies, in internal control over financial reporting, such that there is a 
reasonable possibility that a material misstatement of an entity’s financial statements will not be 
prevented, or detected and corrected on a timely basis.  Additionally, this report identified one 
significant deficiency in UDC’s lack of controls over compliance with investment policy.  A 
significant deficiency is a deficiency, or combination of deficiencies, in internal control over 
financial reporting that is less severe than a material weakness, yet important enough to merit 
attention by those charged with governance.  The results of KPMG’s tests performed disclosed 
no instances of noncompliance or other matters that are required to be reported under 
Government Auditing Standards. 
 
KPMG set forth recommendations for correcting the identified internal control weaknesses and 
UDC management responses are noted.  In some cases, corrective action has already been taken 
to remedy the noted deficiencies.  UDC management concurred with most of the findings and 
recommendations.  In evaluating UDC’s nonconcurrence related to the proper accounting 
treatment of direct student loans, KPMG concluded that loan receipts and disbursements should 
not be included in statements of revenues, expenses, and changes in net assets; however, 
“expenditures should be included in the schedule of expenditures of federal awards as these are 
considered to be Federal awards.” 
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If you have questions or need additional information, please contact Ronald W. King, Assistant 
Inspector General for Audits, at (202) 727-2540. 
 
Sincerely, 
 

 
 
Enclosure 
 
CJW/ws 
 
cc: See Distribution List
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The Honorable Susan Collins, Ranking Member, Senate Committee on Homeland Security 

and Governmental Affairs, Attention:  Daniel Jenkins (via email) 
The Honorable Daniel K. Akaka, Chairman, Senate Subcommittee on Oversight of 

Government Management, the Federal Workforce, and the District of Columbia, 
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The Honorable Ron Johnson, Ranking Member, Senate Subcommittee on Oversight of 
Government Management, the Federal Workforce, and the District of Columbia 
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Report on Internal Control over Financial Reporting and on 
Compliance and Other Matters Based on an Audit of Financial 
Statements Performed in Accordance with Government Auditing 

Standards 

The Board of Trustees 
University of the District of Columbia 
Washington, District of Columbia: 

We have audited the basic financial statements of the University of the District of Columbia 
(the University), a component unit of the Government of the District of Columbia, as of and for the year 
ended September 30, 2011, and have issued our report thereon dated January 31, 2012. We conducted our 
audit in accordance with auditing standards generally accepted in the United States of America and the 
standards applicable to financial audits contained in Government Auditing Standards, issued by the 
Comptroller General of the United States. 

Internal Control over Financial Reporting 

Management of the University is responsible for establishing and maintaining effective internal control 
over financial reporting. In planning and performing our audit, we considered the University’s internal 
control over financial reporting as a basis for designing our auditing procedures for the purpose of 
expressing our opinion on the financial statements, but not for the purpose of expressing an opinion on the 
effectiveness of the University’s internal control over financial reporting. Accordingly, we do not express 
an opinion on the effectiveness of the University’s internal control over financial reporting. 

Our consideration of internal control over financial reporting was for the limited purpose described in the 
preceding paragraph and was not designed to identify all deficiencies in internal control over financial 
reporting that might be significant deficiencies or material weaknesses and therefore, there can be no 
assurance that all deficiencies, significant deficiencies, or material weaknesses have been identified. 
However, as discussed below, we identified certain deficiencies in internal control over financial reporting 
that we consider to be material weaknesses and other deficiencies that we consider to be significant 
deficiencies. 

A deficiency in internal control over financial reporting exists when the design or operation of a control 
does not allow management or employees, in the normal course of performing their assigned functions, to 
prevent, or detect and correct misstatements on a timely basis. A material weakness is a deficiency, or 
combination of deficiencies, in internal control over financial reporting, such that there is a reasonable 
possibility that a material misstatement of the entity’s financial statements will not be prevented, or 
detected and corrected on a timely basis. We consider the deficiencies in the University’s internal control 
over financial reporting, which are described in the accompanying schedule of findings and responses as 
items 2011- 01 and 2011-02 to be material weaknesses.  
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A significant deficiency is a deficiency, or combination of deficiencies, in internal control over financial 
reporting that is less severe than a material weakness, yet important enough to merit attention by those 
charged with governance. We consider the deficiency, which is described in the accompanying schedule of 
findings and responses as item 2011-03 to be a significant deficiency in internal control over financial 
reporting. 

Compliance and Other Matters 

As part of obtaining reasonable assurance about whether the University’s financial statements are free of 
material misstatement, we performed tests of its compliance with certain provisions of laws, regulations, 
contracts, and grant agreements, noncompliance with which could have a direct and material effect on the 
determination of financial statement amounts. However, providing an opinion on compliance with those 
provisions was not an objective of our audit, and accordingly, we do not express such an opinion. The 
results of our tests disclosed no instances of noncompliance or other matters that are required to be 
reported under Government Auditing Standards.   

We noted certain matters that we reported to management of the University a separate letter dated 
March 22, 2012. 

The University’s responses to the findings identified in our audit are described in the accompanying 
schedule of findings and responses. We did not audit University’s responses and, accordingly, we express 
no opinion on them. 

This report is intended solely for the information and use of management, others within the entity, and the 
Government of the District of Columbia and is not intended to be and should not be used by anyone other 
than these specified parties. 
 

 
 
March 22, 2012 
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2011-01 Lack of Controls over the Financial Reporting Process 

Condition: 

During our audit, we noted that the University did not have adequate and effective internal controls in 
place over the financial reporting process as follows:  

During our audit of the accrued leave detail provided by the University, we noted that the account detail 
did not include an accrual for either Federal Insurance Contributions Act (FICA) or Medicare taxes.  In 
addition, the detail provided did not agree to the amount per the University’s general ledger.  The accrued 
leave balance per the trial balance was $5,145,246; however, the balance per the account detail was 
$3,455,480.  This resulted in the University posting an audit adjustment in the amount of $1,689,766 to 
correct the general ledger. 

Lack of Controls over the Accrued Leave Balance 

During our audit of 152 payroll expenses selected from the University’s payroll register, we recalculated 
these expenses using timesheets and other related information from the personnel files (i.e., Personnel 
Action Form (SF52), Additional Pay Forms, etc.) and noted the following:   

Inadequate Policies and Procedures over the Review of Timesheets and Personnel Actions 

• Twelve (12) instances where the timesheet was not properly signed by the employee’s supervisor; 
• Four (4) instances in which a timesheet could not be provided; 
• One (1) instance where the timesheet was signed by timekeeper and supervisor; however the 

signatures were prior to the end of the pay period; 
• Four (4) instances where the hours per the approved timesheet did not agree to the hours per the 

payroll register; and 
• Three (3) instances where the salary per the SF 52 did not agree to the salary in the PeopleSoft 

system which was used to calculate gross pay.  Upon investigation, we determined that the correct 
salary was listed in PeopleSoft.  
 

During our audit of non-payroll expenses, capital assets and accounts payable, we noted the University did 
not have adequate controls in place over the year-end closing and proper accounting period cutoff 
procedures as follows:  

Lack of Controls over Recording Transactions in the Correct Accounting Period  

• For five (5) of 199 items selected for non-payroll expenses, the invoice related to goods or services 
received or partially received in fiscal year 2010; however, the amounts were fully expensed in 
fiscal year 2011 as opposed to being properly accrued in fiscal year 2010. The total amount of these 
errors was $576,810; and  

• For eight (8) of 82 items selected for accounts payable, the invoice related to goods or services 
received or partially received in fiscal year 2011; however, the amounts were fully expensed in 
fiscal year 2012 as opposed to being properly accrued in fiscal year 2011.  The total amount of 
these errors was $1,757,766.  
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Lack of Evidence of Approval over Procurement Transactions 

For six (6) items totaling $254,315 of 199 non-payroll expense items selected totaling $52 million, was no 
documentation, either system-generated or manual, indicating that the invoice was properly approved by 
the accounts payable department prior to payment.  
 
Lack of Controls over Accounting for Direct Student Loan Transactions 

In fiscal year 2011, the Federal government changed the manner in which student loans were disbursed and 
the University misinterpreted the change in disbursement methodology.  As a result, management 
incorrectly recorded the direct student loan draw-downs as revenue, and the related disbursements to 
students as expenses in the University’s financial statements. As the University is only facilitating the 
disbursement of student loans between the Federal government and the enrolled students, these amounts 
should not be recorded as revenue and expenses in the University’s financial statements, but rather as a 
pass-through in the statement of cash flows. This resulted in a $16 million audit adjustment to correct the 
overstatement of revenues and expenses in the University’s financial statements  

Criteria: 

In order to ensure financial information is useful in decision-making and evaluating managerial and 
organizational performance, as well as demonstrating accountability and stewardship, controls must be 
properly designed, in place, and operating effectively to ensure that the University’s accounting and 
financial information is fairly stated in accordance with generally accepted accounting principles (GAAP). 

As part of this requirement, there should be adequate controls in place over the processing of transactions 
recorded in the general ledger in order to prevent and/or detect a misstatement and to ensure that 
transactions recorded in the general ledger represent actual and valid transactions arising from the 
University’s operations. 

Cause:   

Controls are not properly designed and/or operating effectively to ensure that amounts in the University’s 
financial statements are complete and accurate.  

Effect:   

Material financial statement misstatements could go undetected.  

Recommendation: 

We recommend that management implement appropriate policies and procedures to ensure that amounts 
reported in the University’s financial statements are complete, accurate, and represent actual and valid 
transactions arising from the University’s operations. 

Views of Responsible Officials: 

Management concurs with this finding. 

Lack of Controls over the Accrued Leave Balance 

The report provided to the University from the District of Columbia’s Office of Pay and Retirement 
Services (OPRS) was run by a new employee. However, when the University discovered inconsistencies in 



Schedule of Findings and Responses 
September 30, 2011 

 
 
 

 5 

the report, it was brought to the attention of OPRS.  In the future, OPRS and the University’s Office of the 
Chief Financial Officer (OCFO) will perform appropriate due diligence, to ensure the completeness and 
accuracy prior to making journal entries into the general ledger. 

Management concurs with this finding. 

Inadequate Policies and Procedures over the Review of Timesheets and Personnel Actions 

Management recognize the impact of these errors on our financial statements and take the findings very 
seriously. Therefore the University will take the necessary steps to immediately implement better practices 
and conduct just-in-time trainings to prevent these controllable errors. The University is currently 
undertaking a thorough review of its payroll procedures; thereafter, we will be conducting comprehensive 
trainings with both payroll and time keepers by June of 2012. Also the University is investigating the 
automation of all HR functions, including many not available in the PeopleSoft system. Automation of all 
HR processes should dramatically decrease the number of errors.  
 

Management concurs with this finding. 

Lack of Controls over Recording Transactions in the Correct Accounting Period  

Management made every effort to contact all vendors with open purchase orders in order to remind them to 
submit timely their invoices if services or goods were provided.  After several attempts with no invoices, 
management had to close open purchase orders so that the books can be closed for the yearend audit.  
Purchase orders related to capital are rolled forward to subsequent year for spending authority until the 
project is completed so, the invoices from prior year not submitted by vendors and received by the program 
project staff can still be paid in the subsequent year when proper receipt is done.  Estimation of any portion 
of work completed without going to the site would most likely result in gross over estimation. 

Management has assigned an accountant to work closely with program staff from facilities and vendor to 
ensure that all invoices are received from vendors and booked in the month that expenditure was incurred. 

Lack of Evidence of Approval over Procurement Transactions 

Management concurs with this finding. 

Prior to the approval flow being turned on in the new accounting system, Banner, Accounts Payable 
Manager performed alternative procedure before approving invoices for payments.  The necessary 
documentation to support payment to vendors were available, e.g. Purchase order and invoice.  The A/P 
manager either verified by phone or email to the different departments to confirm receipt of services or 
product before invoices was finally approved for payments.  Verification by phone had no documentation 
but due diligence was performed at all times until the system implementation was completed. 

Lack of Controls over Accounting for Direct Student Loan Transactions 

Management does not concur with this finding. 

In order for UDC to draw down any Federal funds, disbursements must be recorded on the accounting 
book of records. It is the policy of the District of Columbia (with which UDC must comply) that draw 
downs may only be made to the extent of Cash Expenditures.  The new Federal Government transition of 
Direct Loan management from third party to the universities requires a monthly reconciliation between 
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Financial Aid records and the General Ledger. Therefore, UDC must record expenditures. To achieve the 
net zero effect to fund balance, revenue must be recorded to offset expenditures.   

In FY11, Direct loan is audited by KPMG as a major program.  If UDC cannot record the expenditure on 
the books it will not be reflected on the SEFA (Schedule of Expenditures of Federal Awards). 

Our Response to the Views of Responsible Officials Regarding the Lack of Controls over Accounting 
for Direct Student Loan Transactions 

We disagree with management’s non-concurrence related to the proper accounting treatment of direct 
student loans.   Per the Government Accounting Standards Board (GASB) No. 35 Basic Financial 
Statements—and Management’s Discussion and Analysis—for Public Colleges and Universities—an 
amendment of GASB Statement No. 34 Implementation Guide by the National Association of College and 
University Business Officers (NACUBO), Questions and Answers Section, Question No. 83: 

“Direct Lending, Stafford, and PLUS loans are financial aid that is not recognized as revenue by the 
institution and is treated as student payments. The institution acts as fiduciary agent for the student. 
Generally, the receipt of loans is not treated as operating revenue because the loan proceeds are the 
student’s money, that is, agency transactions or balance sheet transactions. Receipt and disbursement of 
these loans are reported in the statement of cash flows as cash flows from noncapital financing activities; 
even if funds received are applied to the students’ accounts, the application of these is both a noncapital 
financing activity cash out-flow and an inflow of cash from operating activities”  

Per the guidance above, we concluded for financial statement reporting purposes, direct federal student 
loans receipts and disbursements should not be included statements of revenues, expenses, and changes in 
net assets.  However, the expenditures should be included in the schedule of expenditures of federal awards 
as these are considered to be Federal awards.   

2011-02 Lack of Controls over the Implementation of the Banner System 

Condition:  

During fiscal year 2011, the University implemented a new financial system, Banner. Based on a review of 
general information technology controls related to Banner, we noted the following:  

Banner Application Implementation and Program Change 

• Several generic accounts were used during the Banner implementation to apply changes to the Banner 
application, operating system, and underlying database. Evidence of monitoring these generic accounts 
did not exist; and  

• Banner program changes were not consistently recorded to evidence the nature of such changes or testing 
activities.  In addition, we did not observe any evidence of approvals of changes in accordance with a 
defined change management process.  

Segregation of Duties – Banner Developers 

Developers have access to the Banner production database. Specifically, two UDC employees, three Magic 
10 consultants, and SunGard consultants have such access and are capable of making unauthorized changes 
to the data and schema of the database supporting the Banner system.  Management does not have controls 
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in place to monitor and document the activities of developers that have access to the production 
environment. 

Banner Application Periodic Access Review 

Management has not implemented a formalized Banner application review process to determine whether 
Banner user access is commensurate with job responsibilities on an ongoing basis. 

Criteria:  

• National Institute of Standards and Technology (NIST) Special Publication (SP) 800-53, Revision 3, 
Recommended Security Controls for Federal Information Systems and Organizations, August 2009, 
section Configuration Management (CM-3) states: “The organization tests, validates, and documents 
changes to the information system before implementing the changes on the operational system.” 
 

• The Government Accountability Organization’s (GAO’s) Evaluating Internal Controls in Computer 
Based Systems (Black Book), 1981, states:  "Effective program change controls help maintain the 
integrity of applications and can be used to develop a list of changes which provide an audit trail of the 
computer-based system's evolution.  Even though these controls may frustrate programmers and 
sometimes cause delays in fixing applications, they are beneficial because they encourage data 
processing personnel to exercise more caution over changes to accepted production systems.” 
 

• NIST Special Publication (SP) 800-14, Generally Accepted Principles and Practices for Securing 
Information Technology Systems, September 1996, Section 3.12, states  “Organizations should base 
access control policy on the principle of least privilege, which states that users should be granted access 
only to the resources they need to perform their official functions.” 
 

• NIST Special Publication (SP) 800-53, Revision 3, Recommended Security Controls for Federal 
Information Systems and Organizations, August 2009, section Access Control (AC-5) states:  “The 
organization: 

(a) Separates duties of individuals as necessary, to prevent malevolent activity without collusion; 

(b) Documents separation of duties; and 

(c) Implements separation of duties through assigned information system access authorizations. 

Examples of separation of duties include: (i) mission functions and distinct information system 
support functions are divided among different individuals/roles; (ii) different individuals perform 
information system support functions (e.g., system management, systems programming, 
configuration management, quality assurance and testing, network security); (iii) security personnel 
who administer access control functions do not administer audit functions….” 

• GAO’s Standards for Internal Control in the Federal Government, November 1999, states: “Key duties 
and responsibilities need to be divided or segregated among different people to reduce the risk of error 
or fraud…No one individual should control all key aspects of a transaction or event.” 
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• National Institute of Standards and Technology (NIST) Special Publication (SP) 800-12, An 
Introduction to Computer Security: The NIST Handbook, October 1995, states:  “From time to time, it 
is necessary to review user account management on a system.  Within the area of user access issues, 
such reviews may examine the levels of access each individual has, conformity with the concept of 
least privilege, whether all accounts are still active, whether management authorizations are up-to-date, 
whether required training has been completed, and so forth.”   

Cause:  

Based on a consideration of priorities and limited resources, management has not allocated the resources 
required to develop and implement a consistently applied change management process that mitigates the 
risks associated with, but not limited to, mitigating controls such as monitoring the activities of generic 
accounts and ensuring appropriate segregation of duties.  Additionally, a formally documented change 
management process was not implemented by management for the Banner implementation, subsequent 
module implementations, and program changes.  

Effect:  

The lack of proper  monitoring controls over generic accounts increases the risk that changes to application 
programs and data in the production environment may be applied that have adverse affects on the 
availability or processing/data integrity of the application without management’s awareness/approval.  
Also, without a formally documented change management process, there is an increased risk that change 
management procedures are performed inconsistently. As a result, unauthorized and/or invalidated changes 
may be implemented into the production environment that has adverse affects on the availability or 
processing/data integrity of the application.  In addition, the lack of segregation of duties controls increases 
the risk that developers can create and apply changes to application programs and data to the production 
environment that have adverse affects on the availability or processing/data integrity of the application 
without management’s awareness/approval. 

Lastly, by not performing a review of user accounts on a regular basis to determine whether access levels 
are appropriate for a given user’s job responsibilities and to verify that all user accounts belong to current 
employees, the following risks may exist:  

• Employees may have access to the system that does not correspond with their current job 
responsibilities and/or may present a conflict of interest.  This access could allow a person to 
advertently or inadvertently use various functions to alter the integrity of application data in an 
unauthorized manner. 

 
• Should an active user account of a separated employee be present within the application, the separated 

person, with malicious intent, or another person with knowledge of this active user account, may have 
the ability to use this account to alter the integrity of application data in an unauthorized manner. 

Recommendation:  

We recommend that management develop and implement user access and change management controls 
that establish one or more of the following: 

• An evaluation of the generic accounts that exist and documentation of the purpose of each generic 
account required to remain active, if any. Furthermore, for generic accounts that are required to remain 
active, we recommend management implement a formal process to approve and document each access 
request to generic accounts and perform a documented periodic review of generic account activity; and 
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• The implementation of procedural and documentary requirements for:  

 
- Recording the nature of each change being applied;  
- Evaluating the impact and risk of each change relative to objective rating criteria;  
- Approving (and documenting such approvals of) changes; and  
- Validating the functionality/system impact of each change via pre-production testing in a model 

environment. 
 

• Change management processes and controls that establish one or more of the following: 
 
- Organizational and logical segregation of program development roles from production system 

administration roles among different individuals; and, 
 

- Implementation of one or more independently operated monitoring controls over the activities of 
the developers (and other individuals) with access to the production environment that require the 
documentation of monitoring activities as well as follow up on any suspicious behavior within the 
system. 

• Management institute a formalized periodic review process for determining whether Banner user 
access remains commensurate with employee job responsibilities. 
 

Lastly, in support of the recommended remediation, management should develop and formally document 
procedures for performing reviews that address mandatory review steps, follow-up procedures for any 
exceptions identified, and documentation generation and retention requirements including documentation 
to support the specific changes made as part of the review.  These procedures should be provided to and 
discussed with control performers.  Further, management should monitor control performer adherence to 
the procedure on a periodic basis. 

Views of Responsible Officials: 

Banner Application Implementation and Program Changes 

Management concurs with this finding. 

However, we like to clarify some of the conditions specified. OIT/ Projects Management Unit implemented 
Banner ERP with limited personnel resources and its implementation is still in progress. We also like to 
clarify that the findings indicate “changes in the operating system” were made by other persons other than 
the Data Base Administrator. Note that: 

1. All Banner application and/or operating system changes were made by the Database Administrator. 
Generic accounts were only used to apply changes to the underlying database; they were not used to 
apply changes to the Banner application and/or operating system.  
 

2. Banner application and/or system changes were requested, status tracked, and approved through e-
mail notifications. 

We accept the recommendations and like to also indicate that we began addressing some of them prior to 
knowing these findings: 

• We are procuring a Change Management Software; 
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• We developed a Change Control Policy that requires a Change Control Form to request, track and 
approve system and application changes. There are two levels of controls: all changes will be 
reviewed by a Data Standard Committee chaired by the   head of the Institutional Research Office 
prior to submission to the Banner Project Manager; 

• We are requiring all Banner System users to sign a confidentiality agreement prior to being 
provided database access to the Banner System; and 

• We believe that these new practices and controls will mitigate the potential risk associated with the 
Banner ERP System. 

Segregation of Duties – Banner Developers 

Management concurs with this finding. 

Banner Project consultants no longer have access to generic accounts. There is one consultant with the 
capacity to make data changes in production using a “personal” assigned account and we are able to 
monitor changes. The change management procedures in place now prevent risks. 

We are implementing policies and procedures to minimize the number of generic accounts for university 
personnel. 

We have initiated a review of Banner ERP Security Access and we will review actions periodically and 
document changes. 

As indicated in IT-2011-29 response, we developed a Change Control Policy that requires a Change 
Control Form to request, track and approve system and application changes. There are two levels of 
controls: all changes will be reviewed by a Data Standard Committee chaired by the head of the 
Institutional Research Office prior to submission to the Banner Project Manager. 

We are hiring an additional Database Administrator to differentiate program development roles from 
production systems administration roles. 

We also like to request that the auditing criteria for assessing Banner ERP/IT functions refers to higher 
education practices and standards rather than solely criteria applying to federal information systems and 
organizations. 

Banner Application Periodic Access Review 

Management concurs with this finding. 

We agree with the first recommendation. However, we believe that the Banner Project Management is 
responsible for the system’s infrastructure and that each individual department or business unit is 
responsible for the data and the functions of the data within its specific Banner module. 

We have established a Banner Users Group (BUG) to start reviewing user access in accordance with the 
established security classes and roles. 

Banner Project Management will continue to work with individual business units and departments to assign 
university functions to specific Banner roles. 
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We will request HR to institute a communication process to notify Banner Project Management of 
personnel changes that affect roles of individuals in Banner. 

2011-03 Lack of Controls over Compliance with Investment Policy 
 
Condition: 
 
We noted that the University had $1.66 million or 10.6% of a single fund manager’s portfolio of $15.7 
million invested in alternative assets. This represented 5.0% of the University’s total investment portfolio.  
Criteria:  

Per the Investment Policy, section IX-C, “No more than 3% of the total market value of the endowment 
may be invested with any single fund manager in the alternative asset class.” 

Cause:  

As purchase and sale decisions are initiated autonomously by the respective fund managers, compliance 
can only be ensured after the fact. The University provides the Investment Policy to its fund managers and 
requests that the fund managers remain in compliance with the policy; however appropriate follow-up and 
monitoring procedures are not performed by the University to ensure compliance. 

Effect:  

Non-compliance with the Investment Policy can subject the University to undue financial risk, tarnished 
public reputation, and legislative sanction. 

Recommendation:  

We recommend that management periodically review its investment portfolio, including the fund 
managers’ purchase decisions to ensure compliance with all Investment Policy requirements. 

Views of Responsible Officials: 

Management concurs with this finding. 

District staff was aware of the alternative holdings and will make the allocation adjustments when the new 
investment manager is hired.  The exposure was not great enough to create realized gains or losses prior to 
the change in management.   

 

 


